

OMB Memorandum 17-05, Fiscal Year 2016 – 2017 Guidance on Federal Information Security and Privacy Management Requirements

This memorandum establishes current Administration information security priorities and provides agencies with Fiscal Year 2016 – 2017 Federal Information Security Modernization Act (FISMA) and Privacy Management reporting guidance and deadlines. OMB M-17-05 provides Federal agencies with timelines and requirements for quarterly and annual reporting; establishes detailed instructions for preparing the annual agency FISMA reports; and provides updates to the definition of “major incident” and the U.S. Computer Emergency Readiness Team (US-CERT) Incident Notification Guidelines. Please note:  This memorandum does not apply to national security systems, but agencies are encouraged to adopt the initiatives within this memorandum.

OMB Memorandum 17-06, Policies for Federal Agency Public Websites and Digital Services

This memorandum updates policies regarding Federal Agency public websites and digital services and requires that each agency maintain a central resource page dedicated to its privacy program on the agency’s principal website. The agency’s Privacy Program page must serve as a central source for information about the agency’s practices with respect to PII. The agency’s Privacy Program Page must be located at www.[agency].gov/privacy and must be accessible through the agency’s “About” page. 

OMB Memorandum 17-09, Management of Federal High Value Assets

[bookmark: _GoBack]This memorandum contains general guidance for the planning, identification, categorization, prioritization, reporting, assessment, and remediation of Federal High Value Assets (HVAs), as well as the handling of information related to HVAs by the Federal Government.  


